
Storage and Retention Policy
Storage
During the course of its activities, <NAME OF THE ORGANISATION> has in its possession information of a confidential nature. This information could be received from organisations or collected as a matter of course during casework. <NAME OF THE ORGANISATION>'s officers will maintain absolute confidentiality about such information. 
<NAME OF THE ORGANISATION> maintains a large amount of data, some of which is confidential. Data is either in hard copy format or in electronic format. This information will be properly identified. 
Clean Desk Policy
Storage of this data should be undertaken on the following basic principles:

· It will be stored under lock and key.

· It will not be left in a place where others can have access to it, without authorisation from the Director.
Confidential Data

· Hard copies will be stored in cabinets with locks. This information will be handled by the officers directly linked with that work.

· Electronic data will be stored in secure computers. The data will be accessible only to those officers who have a need to access it. This data will be archived or backed-up and stored in the safe.

Non-confidential Data

· Hard copies will be stored in filing cabinets and other appropriate receptacles.

Retention
· All Data will be retained as per the requirements of various funders. Some require it to be stored for five years, others for three years.

· A review will be carried out every January to determine what data needs to be destroyed.
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